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OF CELL PHONES AND ELECTRONIC MAIL:
DISCLOSURE OF CONFIDENTIAL INFORMATION
UNDER DISCIPLINARY RULE 4-101 AND
MODEL RULE 1.6

KARIN MIKA*

Technology has become a fact of life—perhaps nowhere
more so than in business and in the legal profession.1 By the end
of 1997, it was reported that an estimated sixty million people
worldwide used the Internet,2 with the number of Internet access
lines growing nearly twenty times faster than traditional voice
phone lines.3 Similarly, the global use of cellular phones has
risen from approximately eleven million users in 1990 to 135 mil-
lion users in 1996.4 Commuting workers routinely conduct busi-
ness on cellular phones on their way to and from work.5

Despite the prevalence of these electronic communications,
the security risks of their use are well-known. It is common
knowledge that information sent via the Internet has the capacity
of being intercepted at an Internet server.6 It is also known that
cellular communications, because they are transmitted through
public airwaves, can be overheard on other types of common
communications equipment.7 These two facts would seem to
present a quandary for the attorney who is attempting to conduct
business efficiently, yet confidentially in compliance with the
Code of Legal Ethics.

Regardless of the known security risks, it is difficult, if not
impossible, to imagine a law firm in the twentieth century operat-
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ing without the technological advancements that make it possible to communicate with anyone, anywhere, at any time. These advancements often enable immediate responses that are beneficial to attorneys and clients alike. Cellular phone usage and electronic mail are an integral mode of communication between firm members, negotiating attorneys, as well as between attorneys and their clients. While it has developed into a mode of communication making the practice of law more efficient, it is doubtful that most attorneys give too much thought to what exactly happens to the content of their message as it either travels along Internet phone lines or is relayed from cell phone terminal to cell phone terminal.

The prohibition on disclosing confidential communications is one of the cornerstones of the legal profession. To that end, Disciplinary Rule 4-101 of the Model Code of Professional Responsibility provides: "[A] lawyer shall not knowingly reveal a confidence or secret of his client." Model Rule of Professional Conduct 1.6 provides: "A lawyer shall not reveal information relating to representation of a client unless the client consents after consultation . . . ." Neither one of these ethical standards
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contemplates a situation in which an attorney might reasonably be expected to foresee that his or her communications with a client were possibly being disclosed to an unknown audience, such as exists when using electronic communications. These rules of Professional Responsibility should be updated to reflect these technological advancements.

On December 21, 1996, the nation (if not the world) learned of the potential dangers of cellular phone transmissions when a Florida couple "fortuitously" overheard a conference call between Republican officials concerning how they could limit political damage caused by the allegedly unethical activities of Newt Gingrich. The "fortuitous" eavesdropping (which was done over a police scanner) was taped and turned over to Democrat Congresswoman Karen Thurman. She shared it with Congressman Jim McDermott. Although it is, in fact, illegal to
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disclose intercepted cellular communications,\textsuperscript{19} this has little bearing on the fact that the communication was disclosed in the first place. In fact, the notion that a cellular phone conversation may be broadcast through a baby monitor\textsuperscript{20} or stereo speaker\textsuperscript{21} would seem to make any user hesitant about discussing any sensitive topic over a cellular phone.

By the same token, electronic mail is not directly shipped from one computer terminal to another. Rather, it has the potential of stopping at various servers along the way and is susceptible to being viewed by parties unknown.\textsuperscript{22} In the most extreme of espionage-like circumstances, computer hackers are able to intercept messages or perhaps access a file of stored e-mail messages.\textsuperscript{23} In some instances, even deleted e-mail messages may be accessed by an individual intent on discovering their content.\textsuperscript{24}

On the one hand, it may seem as though modern advances in technology pose no more confidentiality problems than the invention of the telephone or even conference calling. However, the advances of the cellular phone and Internet communication have posed unique and perhaps yet-to-be-discovered confidentiality problems.\textsuperscript{25} In order to tap "land" telephone lines, the perpetrator must act deliberately and with some technological knowledge.\textsuperscript{26} Land line telephone calls, unlike cellular phone calls, do not ordinarily have the potential to be received on commonly possessed radio equipment.\textsuperscript{27} The user of a telephone need not worry about inadvertent broadcasts to homes or nearby offices.

Additionally, the market that called for a quick and mobile form of communication has given rise to its own market that calls for experts who are able to penetrate any minimal security on
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this relatively insecure technology. In fact, there are actually
groups of cellular hackers whose hobby is listening in on cellular
communications of attorneys or other business decision mak-
ers. While these individuals must possess a similar technologi-
cal expertise as "land line" wiretappers, there is a major
difference. A wiretap on a land line can be traced back to its
source. This is not necessarily true of the cellular hacker who
needs to install no wiring to receive a cellular signal, but needs
only a certain type of receiving equipment.

E-mail, on the other hand, presents a series of different
problems. It is not necessarily a problem of an individual inad-
vertently (or deliberately) intercepting an e-mail message, or
even looking over one's shoulder to read what is on the screen; it
is more the central technology of the system. E-mail requires a
networking system that in effect links every computer in the
world having access to the Internet. Given the system, it is
impossible to predict how many individuals may have access to a
particular e-mail message. Moreover, the utmost benefit of the
computer is that information is kept in files—categorized effi-
ciently and capable of easy day-to-day access. As long as the files
exist, and as long as the computer is linked by phone lines to
other computers, there is the potential that the files may be
accessed by an outside source. This access could actually be
obtained by way of a law firm's Web site on the Internet.

While it may appear that owning a computer, in and of itself,
presents a far greater danger than using e-mail, it is the e-mail
and the technology of signals traveling along phone lines that
presents the greatest danger of a breach of confidentiality. Espi-
onage need no longer consist of spies secretly photographing
sensitive documents with miniature cameras; it need only consist
of e-mailing an entire file across the globe. In fact, it is even
quite easy to reveal a confidence inadvertently when accidentally
e-mailing confidential information along with an intended
transmission.
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Given that neither the Model Code nor Model Rules address electronic communications directly, several states have issued ethical opinions concerning the confidentiality of both cellular phone and electronic mail communications. For example, both North Carolina\(^{36}\) and the city of New York\(^{37}\) have chosen a middle ground with respect to attorneys engaging in cellular phone communication. Such communications are not forbidden, but the attorney should use caution when communicating about sensitive matters, and perhaps apprise the other party that the phone line may not be secure. Other states, such as Massachusetts,\(^{38}\) New Hampshire,\(^{39}\) Washington,\(^{40}\) Colorado,\(^{41}\) Iowa,\(^{42}\) and Illinois,\(^{43}\) require a type of "informed consent." The client must be made aware that the cellular conversation may be overheard and that the material discussed may not be confidential. Washington requires that the client be given the option of discussing the material at a more secure time and place.\(^{44}\) Colorado, Iowa, and Illinois require that the client be advised that the conversation may result in the loss of the attorney-client privilege.\(^{45}\)

Opinions concerning the use of e-mail are similar. States such as Alaska,\(^{46}\) Arizona,\(^{47}\) Illinois,\(^{48}\) South Carolina,\(^{49}\) Colorado,\(^{50}\) and North Dakota\(^{51}\) have issued ethical opinions requiring that "reasonable care" be employed when using e-mail to communicate with a client. Encryption (or other means of security) should be considered when sending confidential materials. The state of Alaska's ethical advisory board suggests that a "prudent" lawyer would advise the client of the risks of e-mail,\(^{52}\) and the state of Arizona suggests a statement of confidentiality be included with an e-mail message.\(^{53}\) North Carolina requires the lawyer to "minimize the risk" of electronic communication and
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advise the client if a security breach is feared. Iowa, alone, has issued an opinion requiring written acknowledgment of the risks by the client before the attorney may use e-mail as a means of communication. If written acknowledgment from the client is not received, e-mail communication must be encrypted.

There are various ways the Model Rules and State Codes of Professional Responsibility could be modified to account for the advancements in technology. These modifications should take into account the state ethical opinions already issued and incorporate them into a new version of the rule respecting confidential communications. Communication via e-mail or cellular phone need not be prohibited. Instead the rules should reflect the dangers of such communication to make the attorney aware of potential breaches of confidentiality and consequent breaches of ethical responsibility.

The main difference between Model Rule 1.6 and Disciplinary Rule 4-101 is the latter's use of the modifier "knowingly." As such, DR 4-101 prevents "knowing" confidential revelations by the attorney, while Rule 1.6, in many respects broader, prohibits revealing any information relating to the representation of the client. Since the word "knowingly" does not appear in the prohibition, Rule 1.6 arguably applies to both knowing disclosures and inadvertent disclosures.

In considering an appropriate integration of electronic communications into the rules, the following suggested rules are plausible renditions of what the new rules might include. These suggested modifications take into consideration ethics opinions that have already been issued, as well as the reality that the pervasiveness of electronic communications potentially extends breaches of confidentiality beyond attorneys. Because of this, the suggested modifications expand an attorney's duties further by imposing upon the attorney an obligation of notifying non-attorney employees and clients of the potential inadvertent disclosures of electronic communications.
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Suggested Modification of Disciplinary Rule 4-101.\(^{58}\)

(B) Except when permitted under DR 4-101(D), a lawyer shall not knowingly:

1. Reveal a confidence or secret of his client.
2. Use a confidence or secret of his client to the disadvantage of the client.
3. Use a confidence or secret of his client for the advantage of himself or of a third person, unless the client consents after full disclosure.

(C) The term "knowingly" shall not only refer to purposeful disclosures of confidential communications, but shall also refer to situations in which the attorney has reason to believe or should have reason to believe that the mode of communication being used is not secure. The reasonably prudent attorney should take steps to ensure that particularly sensitive matters are not discussed with clients or other individuals over cellular phone communications or e-mail communications without the consent of the client involved, or without taking steps to ensure the method of communication is secure.

(D) A lawyer may reveal...

(E) A lawyer shall exercise reasonable care to prevent his employees, associates, and others whose services are utilized from disclosing or using confidences or secrets of a client, except that a lawyer may reveal the information allowed by DR 4-101(D) through an employee. An attorney shall exercise reasonable care in apprising those with whom he/she has communications that caution should be used when communicating sensitive materials over electronic medium. If the firm is not working within a closed computer network, the attorney should apprise his/her non-attorney employees that discretion should be used when using electronic mail as a means of communication.

Suggested Modification of Model Rule 1.6.\(^{59}\)

(a) A lawyer shall not reveal information relating to representation of a client unless the client consents after consultation, except for disclosures that are impliedly authorized in order to carry out the representation. A lawyer shall be considered to have revealed information relating to representation if he/she has reason to believe or should have reason to believe that the mode
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of communication being used to communicate information is not secure.

(b) The reasonably prudent attorney should take steps to ensure that particularly sensitive matters are not discussed with clients or other individuals over cellular phone communications or e-mail communications without the consent of the client involved, or without taking steps to ensure the method of communication is secure. An attorney shall exercise reasonable care in apprising those with whom he/she has communications that caution should be used when communicating sensitive materials over electronic medium. If the firm is not working within a closed computer network, the attorney should apprise his/her non-attorney employees that discretion should be used when using electronic mail as a means of communication.

(c) A lawyer may reveal . . .

These suggested modifications to Model Rule 1.6 and Disciplinary Rule 4-101 take into account technological developments while informing the attorney that he or she is ultimately responsible for ensuring communications are kept confidential, whatever mode of communication is chosen. The modifications also place upon the attorney the responsibility of understanding the technology he or she is using for communication and apprising both clients and employees of any risks involved. Further, the modifications eliminate the ability of the attorney to plead ignorance as to the capabilities of modern technology, or as to his or her precise responsibility under the Code of Professional Responsibility.

CONCLUSION

The attorney-client privilege and its corresponding requirement to keep information confidential is, in many respects, a sacred privilege that ranks with clergy-parishioner and doctor-patient relationships. The concept of the privilege stems from the honor of the profession and the Code of Professional Responsibility is a testament to the tradition of confidentiality that it protects. While the original Code bound the attorney to the honor of keeping confidentiality in a more straightforward way by not revealing secrets or using "secrets" to a client's disadvantage, technology has given the attorney a way of breaching his or her ethical responsibility without being overtly aware of doing so.
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Although the original notion of keeping client confidentiality did not contemplate the insecurities of electronic communications, these communications are a reality. They are something which should be addressed by the legal profession, and correspondingly, the rules governing the legal profession. The Code of Professional Responsibility should be modified to reflect the realities of these technological advancements and bind the lawyer to the honor of keeping confidences on the much broader scale that now exists.