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Today, I am going to discuss, at a high level, blockchain technology—what it is, what are its unique features that could revolutionize markets and economies, and how it could impact law and regulation. That is a lot to cover—all too much in the time allotted. So I will keep things at a very high level and hopefully peak some interest in everyone to dig deeper on their own.

I. WHAT IS BLOCKCHAIN TECHNOLOGY?

Before discussing blockchain regulation and why blockchain critically matters to today and the future, it is important to know the fundamentals of what blockchain is and is not:

Ok, so, what is blockchain? It may be helpful to visualize the blockchain as an electronic ledger: a giant digital database that holds a record of transactional data, accessible to anyone with an internet connection. Think of it like a shared document in the cloud. The
information does not live in any one place. Multiple people can view, edit, and update the same file from wherever they are, which makes it decentralized. And not only that, but because blockchain stores information across a network of personal computers, they are also distributed. We all have access to the system, which means we can all monitor and help run it.

This fact is important, because it means that the system cannot be owned by any one individual or entity. The software is replicated on people's computers around the world, called nodes. These computers power this system by holding and verifying bundles of transactional data submitted by others, known as blocks, in a chronological chain. To ensure the ledger can't be counterfeited or changed, each individual transaction on the block chain relies on a form of math called “cryptography,” which makes the system more secure by making it extremely difficult to corrupt.

Now you might be thinking: “So, what's the big deal?” It's a decentralized database that also happens to be distributed and is cryptographically secure. Well, blockchain technology has the potential to change the way we transact money, buy property, trade globally, and even how we protect our identities and vote in elections. The possibilities are endless. It will be the growing number of developers and entrepreneurs, like yourselves, who will invent the future of blockchain.

Before we dive further into the implications of blockchain technology, let me just briefly explain why we call this technology “blockchain.” The data stored in a “blockchain” is literally stored in a chain of blocks of data. These blocks are chained together by digital fingerprints—hashes of their content. In essence, a hash allows you to take any piece of content—whether an email or other digital information—and
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run it through a function to create a unique digital fingerprint for that content. With a blockchain, each block of data references or “connects” to the unique digital fingerprint—the hash—of the preceding block. If someone tries to alter the content of the data within a block, the “fingerprint” hashes in the chain would be broken. If the fingerprints no longer match in a given block, then the whole block is instantly recognized as invalid by the “chain” of blocks.

II. HOW CAN BLOCKCHAIN TECHNOLOGY TRANSFORM MARKETS AND ECONOMIES?

With a basic understanding of what blockchain technology is and how it works, now we can explore why it has the potential to transform markets, and ultimately, economies. There are two main features of blockchain technology that I want to highlight: (1) the ability to use it as a mechanism for coordinating with people you may not know or trust with less reliance on intermediaries, and (2) the ability to use it to design “crypto-economic” systems that enable coordination by large networks of people to achieve desired outcomes.

A. Coordination Mechanism

In terms of coordination, blockchain technology can allow a network of people that you do not necessarily know or trust to agree about the true “state” of some shared piece of data, which can represent anything, at regular time intervals. There are a lot of so-called blockchain technologies with important differences between them. But I will focus today on open and transparent public blockchains like Bitcoin and Ethereum. The idea of these blockchains, in essence, is that a network of people—who do not necessarily know or trust each other—can come to an agreement on the contents of some shared piece of data. This data is accessible, transparent, and open for all to see. For example, with Bitcoin, the data that is being shared, collaborated over, and agreed upon by this “network” of people consists of transactions and

14 Jan Van Boesschoten, This Is Not an Explanation of Blockchain, or Is It, MEDIUM (June 13, 2018), https://medium.com/coinmonks/this-is-not-an-explanation-of-the-blockchain-or-is-it-63735adda47b.
15 Id.
19 Crooks, supra note 17, at 1–2.
balances in the cryptoasset bitcoin, which is a virtual currency. Bitcoin essentially functions like a currency, as a store of value and a medium of exchange. And the bitcoin blockchain shares and agrees upon data about who has how many bitcoins.

The Ethereum blockchain is a little different. Like Bitcoin, the Ethereum blockchain also has a native cryptoasset—it is called “ether.” But the Ethereum blockchain functions more like a shared world computer that runs applications and business logic, instead of simply a transaction ledger of who owns how much virtual currency. Ether, in the context of the Ethereum blockchain, is designed to facilitate the “shared world computer” functionality, meaning, people can post and run computer applications and business logic on the blockchain. Ether is used to pay the costs and reward the work associated with these operations.

The term “smart contracts” will also come up throughout the course of today, and as a lawyer and computer scientist, I can tell you that this term it is yet another example of a poor name that has been given in the blockchain space. Smart contracts are neither necessarily smart, nor are they necessarily a contract in the legal sense. Essentially, smart contracts are computer code that is stored on the blockchain and can represent anything. For example, I could post a smart contract saying that “if the Cleveland Browns win a game next year, I will buy everybody lunch.” This would be open, available, inspectable, and I could not tamper with the rules set in the code. If the Browns actually do win a game, I could not try to tamper with this smart contract code and say, “No, I meant if they win two games.” The simple fact is that the code is there, and anybody doing business with me—with respect to that smart contract—has faith that whatever rules we agree to will be enforced down the road by running the code. The smart contract functionality is what allows the Ethereum blockchain to function like a shared world computer. The shared world computer functionality is essentially running through smart contracts that exist on the Ethereum blockchain.

The smart contract functionality on the Ethereum blockchain allows you to coordinate and collaborate through these smart contracts without necessarily assigning market power to an intermediary. This is important because, right now, today, when we are trying to interact, make agreements, and coordinate with people that we do not
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know or trust, typically we have to rely on an intermediary—a trusted third party—to facilitate the activity. What blockchain technology will allow you to do, is to trust the code, which, again, can be open, transparent, and tamper resistant.\(^{31}\) You trust that the code will be run and executed, instead of trusting an intermediary like a trusted third party. This process allows people to coordinate in ways that benefit from “network effects” and “shared digital infrastructure” without the costs of granting increased market power and data access to intermediaries.\(^{32}\)

For example, let us consider “ride sharing.” When I arrived at the airport last night, I needed a ride to my hotel. Seeing as I did not know anybody in particular, I needed to find someone who I did not know or necessarily trust to come pick me up and drive me to my hotel. I used Uber. I trusted Uber in this case as my “intermediary,” a trusted third party, who helped facilitate this transaction with an Uber driver to pick me up from the airport and drop me off at my hotel. What will be possible with blockchain technology, is that instead of me having to rely on Uber, I can rely on the blockchain—through a smart contract on the blockchain—to facilitate this interaction, coordination, and collaboration between me and some willing and able driver to pick me up from the airport and drop me off at my hotel.

Now, if you are able to replace this system with a code on the blockchain that allows people to coordinate and collaborate without granting market power to any particular corporate entity, then it will facilitate a new way of coordination and collaboration. One important point is having this coordination and collaboration done via protocols that are open, transparent, and exist for all to inspect on the blockchain. This will allow other companies and businesses to build and layer additional services on top of this digital infrastructure. So, for example, if you are relying on Uber, and an insurance company wants to try to offer a particular type of insurance related to Uber rides, then they need to negotiate through Uber. This type of layered productization through a company like Uber is not necessarily smooth—there is a lot more friction and extraction of costs by Uber. In contrast, if this is all done for you in an open technological protocol, insurance companies could just build on top of the ride-sharing protocol, similar to how people today build websites and things on top of the internet infrastructure.\(^{33}\) The primary difference here, is that instead of just communicating information, as is done on the internet, blockchain-based protocols can communicate and exchange natively digital value and property rights.

\textit{B. Cryptoeconomic Systems}

The second important feature of open, public blockchains that I want to highlight is the ability to design and implement cryptoeconomic systems. Cryptoeconomics, in short, is the use of incentives and cryptography to design new kinds of systems,\(^{33}\)
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applications, and networks. Cryptoeconomics is what makes it possible for the Bitcoin and Ethereum blockchains to operate without any single person or company controlling them.

A key component of cryptoeconomic systems are natively digital “cryptoassets,” which many people refer to as “tokens.” Essentially, and typically, these tokens are digital scarce assets. These tokens can represent anything, including a phone, stock in a company, or even a rule or protocol, like me saying “I’ll buy everybody lunch if the Browns win a game.” Tokens can represent anything, and depending on the intrinsic characteristics of each token, as well as their supply and demand, the tokens can have value. From that, you can design systems that either distribute or interact with these tokens, and design rules to incentivize people to engage in or refrain from certain activities in order to obtain (or avoid losing) these digital tokens.

This is how the Bitcoin and Ethereum blockchains work. Both blockchains secure and operate by having a scarce digital asset. In the case of the Bitcoin blockchain, it is bitcoin, and in the case of the Ethereum blockchain, it is ether. For both blockchains, their protocol takes the corresponding scarce digital asset and distributes it in a way that incentivizes people to perform various computations that are necessary to execute and verify transactions on the blockchain. In exchange for performing this “work,” people receive the scarce digital assets of bitcoin or ether as compensation.

The Bitcoin and Ethereum blockchains are two current examples of operating cryptoeconomic systems, but we will see many more advanced examples in the future. These systems will allow people to reliably coordinate and be rewarded for contributions towards any number of shared objectives, including, for example, curating a list of items based on certain criteria or verifying data.
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III. What Does This All Mean for Regulation? Collaborative Regulation

Now, I would like to talk about a few ways in which blockchain technology can potentially transform approaches to regulation. There are many.

With use cases of open, transparent blockchain technology, regulators could have the ability to more closely monitor activity on a regular real-time basis and more easily verify the integrity of whatever markets or interactions we are talking about through digital audit trails.\(^44\) The reasoning is because—referring back to the Uber example—a regulator who is concerned about ride sharing, wants to make sure that people get to their locations and get picked up accordingly. The entire coordination of ride sharing, if it were done through open, public and transparent blockchain transactions, would be shared and stored on the blockchain and essentially be subject to regulatory audit and data analysis. Similarly, my company, ConsenSys, has a project where it is using public transaction data on the Ethereum blockchain and performing data analysis to detect Ponzi schemes, or likely Ponzi schemes, with about eighty-six percent certainty.\(^45\)

Regulation could move from a more ad hoc or post hoc basis, as it is today, to having a more real-time, participatory, and collaborative role in markets. Blockchain technology even would allow industry participants to create and follow the rules that are enforced by code, streamline compliance and reporting, and incentivize desirable behavior through cryptoeconomics.

To unpack a couple of these ideas, smart contracts can encode any procedures or goals you want, and require that code to be followed.\(^46\) Everybody can inspect the code and it has to be followed. Otherwise, the transaction does not go through. So, for example, you could throw this code into the protocol if someone wants to serve as a driver for our blockchain-based Uber example, a ride sharing platform that requires a driver to be certified by the state on “X, Y, and Z” bases. The person would then have a digital identity that either does or does not have the characteristics in question. If they do not, then the transaction would not go through with the protocol, thereby ensuring that the rules are followed, as there is no other option.

Now, I would like to briefly discuss The Brooklyn Project, which, as I mentioned earlier, is something that my company, ConsenSys, started a few months ago along with Cardozo Law School in response to the increasing rhetoric from regulators and others regarding concerns about things that were happening in the blockchain technology industry, in particular, related to the sales of tokens.\(^47\) Many call these


ICOs, or initial coin offerings. These concerns were rooted in the fact that regulators were struggling with how to treat these kinds of new assets—are they software products or securities? Lawyers and industry participants were struggling with this as well.

As a response, The Brooklyn Project has brought together a wide group of industry folks to try to start solving these problems. We have approached this in a very “open source style,” so if you look up The Brooklyn Project, you will find a telegram channel, postings of work-product on Reddit, and Google documents where literally anybody in the world can post comments and make suggestions. We have received valuable feedback from opening this project up in such an open and transparent way. Of course, there is also a lot of noise that we have had to wade through, but so far it has been worth it. A wide range of lawyers, academics, writers, readers, crypto-anarchists, and entrepreneurs are all interested in these topics and are coming together to help tackle these various issues.

The intersection of tokens and securities laws has been an area of focus for The Brooklyn Project, because it is an important and difficult topic for the industry and policymakers. Also, we believe that the idea of “tokenization” is really quite important. There have been a lot of fraudsters and charlatans trying to cash in on this new technology, which typically happens when, as now, there exist real asymmetries of information. But the ability to tokenize assets is actually quite profound, and quite important, and ultimately will allow us to create online networks and platforms that are more fair, secure, and effective. If done right and responsibly, these platforms and networks will protect, and empower, consumers better than ever before.

This is beyond the scope of this talk, but, ultimately, I believe that consumers of this technology are going to be able to own and receive value for their own data and online activity. Presently, it seems as if every week or two, more headlines about tech giants, or other trusted third parties and intermediaries, who have our personal and sensitive information, are having problems because they are either being hacked, or
because they are selling this information in ways that we do not know or understand.\textsuperscript{58} Networks built on blockchain technology, and especially that utilize tokenization, will help address a lot of these issues.

Finally, with The Brooklyn Project, we are exploring ways to leverage enhanced coordination, and cryptoeconomics, to accomplish the goals of most regulatory regimes—namely, to prevent fraud, improve transparency, and otherwise protect consumers and investors. We are exploring ways to enable industry participants to come up with codes of conduct, agree to codes of conduct, incentivize industry actors to follow rules that police the industry, and to identify frauds or people who are not following these rules. Because there could, potentially, be a cryptoeconomic incentive to follow these protocols, individuals would receive in exchange the ability to gain some scarce digital asset and further the goals of regulation. I think of this type of approach not necessarily as “self-regulation,” but, rather, “collaborative regulation.” And I am excited to see how it develops.

I am out of time, but if you are interested to learn more or get involved, please visit The Brooklyn Project at theBKP.com. I'm happy to take any questions if we have any.